
                                                                                                      

  

請審慎注意! 警覺疑似假冒大華銀行名義之詐騙訊息！ 

Important notice: suspicious fraudulent messages using the name of UOB via communication software! 

 

近期在台灣發現疑似有詐騙集團假冒大華銀行名義利用通訊軟體(如Line等)發送投資資訊至一般民眾手機，藉以吸引民眾進行投資。謹此再

次重申，本行並無對外社群群組且無發送該等訊息，本行亦不會透過Line 等通訊軟體對外向不特定人行銷。 

台北分行並無提供任何個人投資之產品 

提醒您，訊息或郵件中以銀行名義要求提供資訊，為常見之詐騙手法，若收到假借本行名義或來路不明之訊息或郵件，為保障您的資產，

請審慎處理，以避免金融詐騙等情事發生。 

若有疑義，請聯繫165反詐騙諮詢專線或本行客服專線 (https://www.uobgroup.com/tw/contact‐us/index.page)。 

 

Recently, it was noted in Taiwan that fraudsters may have used communication software (such as Line) to send investment information to 

the general public’s mobile phones in the name of UOB Bank to attract investment. 



                                                                                                      

  

To reiterate, UOB TPE does not have external social media groups. Such investment messages do not come from UOB TPE. In general, 

UOB TPE will not send marketing information to unspecified persons through communication software, such as Line. 

UOB TPE does not provide any personal investment products. 

Please be mindful, requests to provide information in messages or emails in the name of a bank are common methods fraudsters use. If 

you receive messages or emails purporting to be from us and/or from unknown sources, please handle them carefully to avoid financial 

fraud in order to protect your assets. 

Should you have any doubt or questions, please call 165 anti-fraud consultation hotline or UOB Taipei customer service line 

(https://www.uobgroup.com/tw/contact-us/index.page) 


