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Important notice: suspicious fraudulent messages using the name of UOB via communication software!
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Recently, it was noted in Taiwan that fraudsters may have used communication software (such as Line) to send investment information to

the general public’s mobile phones in the name of UOB Bank to attract investment.
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To reiterate, UOB TPE does not have external social media groups. Such investment messages do not come from UOB TPE. In general,
UOB TPE will not send marketing information to unspecified persons through communication software, such as Line.

UOB TPE does not provide any personal investment products.

Please be mindful, requests to provide information in messages or emails in the name of a bank are common methods fraudsters use. If
you receive messages or emails purporting to be from us and/or from unknown sources, please handle them carefully to avoid financial
fraud in order to protect your assets.

Should you have any doubt or questions, please call 165 anti-fraud consultation hotline or UOB Taipei customer service line

(https://www.uobgroup.com/tw/contact-us/index.page)



